GENERAL DATA
PROTECTION
REGULATION

THE EU GENERAL
DATA PROTECTION
REGULATION (GDPR) -« APPLIES TO ALL

CONTROLLERS AND
PROCESSORS OF
PERSONAL DATA

EFFECTIVE FROM
25TH MAY 2018
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ENCRYPTION AND THE GDPR

66APPROPRIATE TECHNICAL AND
ORGANISATIONAL MEASURES SHALL
BE TAKEN AGAINST UNAUTHORISED
OR UNLAWFUL PROCESSING
OF PERSONAL DATA( ()

GDPR CALLS FOR DATA
TO BE PROTECTED BY
“STRONG & EFFECTIVE”

ENCRYPTION.
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Senetas is a leading developer of encryption security solutions; frusted fo protect enterprise, government,
defence, Cloud and service provider data in over 35 countries. From cerfified high-assurance hardware, and
virtualized encryption, to secure file sharing with data sovereignty control, all are based on the same crypto-agile
platform and deliver security without compromise.
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