
As commercial organisations 
of all sizes continue to adopt 
connected technologies in 
support of Cloud services, 
mobility, BYOD and business 
continuity; their high-speed 
networks expose them to 
increasing data security risks.
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Europe, Middle East & Africa T: +44 (0)1256 345 599 E: info@senetas-europe.com

Australia and New Zealand T:  +61(03) 9868 4555 E: infoanz@senetas.com

North and Central America T:  +1 949 436 0509 E: infousa@senetas.com

T: +65 8307 3540 E: infoasia@senetas.com
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Senetas is a leading developer of encryption security solutions; trusted to protect enterprise, government,
defence, Cloud and service provider data in over 35 countries. From certified high-assurance hardware, and
virtualized encryption, to secure file sharing with data sovereignty control, all are based on the same crypto-agile 
platform and deliver security without compromise. 

CDS-IN0918

Senetas CN Series hardware encryptors and CV Series virtual encryptors are distributed and 
supported internationally by Gemalto under its SafeNet brand; within the US Federal Government 
by SafeNet Assured Technologies, and throughout Australia and New Zealand by Senetas and 
accredited partners.
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https://www.senetas.com/customers/commercial/
https://www2.senetas.com/acton/attachment/16609/f-02da/1/-/-/-/-/Commercial-Network-Data-Security-SP.pdf
https://www2.senetas.com/acton/attachment/16609/f-02bc/1/-/-/-/-/Introducing-Senetas.pdf

